Privacy Policy

Last updated: October 15, 2025

This Privacy Policy explains how your personal data is collected, used, and protected when
using Postbrew, the coffee brewing tracker app (“the App”).

By using Postbrew, you agree to the collection and use of information in accordance with this

policy.

Interpretation and Definitions

Interpretation

Words with capitalized initial letters have meanings defined below. These definitions apply
whether they appear in singular or plural form.

Definitions

For the purposes of this Privacy Policy:

Account means the authentication record created when you sign in to the App through
Google or Microsoft via WorkOS.

Application (App) refers to Postbrew.

Device means any device capable of accessing the App, such as a phone, tablet, or
computer.

Personal Data means any information that can identify you directly or indirectly.

Supabase refers to the third-party database service used to store all non-authentication
data related to the App.

Usage Data means information automatically collected when using the App (such as
analytics or error logs).

You means the individual using or accessing the App.

Collecting and Using Your Data



1. Authentication Data

Postbrew uses Google Sign-In and Microsoft Sign-In through WorkOS to manage user
authentication.

When you log in, WorkOS handles your sign-in securely using Google’s and Microsoft's OAuth
service. Postbrew does not store or directly access your Google or Microsoft password or
sensitive authentication details.

WorkOS provides limited information necessary to identify your account, such as:

e Your Google or Microsoft email address
e Your Google or Microsoft user ID

e Your display name (if available)

This data is used solely for authentication and to link your coffee brewing records to your
account.

2. Brew and Usage Data

Postbrew allows you to record and analyze coffee brews. The following types of data may be
stored in Supabase:

e Coffee and brew details you manually enter (e.g., roast, grind size, ratio, brew time,
tasting notes).

e Device or session identifiers used to ensure data consistency across logins.

e Optional analytics and diagnostic data, such as app crashes or load times, to improve
performance.

Supabase securely stores this data in the cloud and acts as the data processor on behalf of the
app developer.

Use of Your Data

Your data may be used for the following purposes:

e To store and display your brew history and associated notes.

e To analyze usage patterns and improve app performance and features.



e To synchronize your data across devices through Supabase.

e To provide technical support and respond to user inquiries.

Postbrew does not use your information for marketing, advertising, or data resale.

Data Storage and Retention

All brewing data is stored securely in Supabase. Authentication is handled separately via
WorkOS, Google, and Microsoft.

We retain your data as long as your account exists. If you delete your account or request
deletion, your brew data will also be permanently removed from Supabase.

Deleting Your Data

You may request to delete all data associated with your account at any time.
To do so, please contact us using the email below.

After verification, all stored records linked to your account will be permanently erased from
Supabase.

Disclosure of Your Data

Your data may be disclosed only if required to:

e Comply with a legal obligation
e Protect the rights, safety, or property of others

e |nvestigate or prevent misuse of the App
Postbrew does not share your data with advertisers, third-party analytics services, or external

business partners.

Data Security

We use modern security practices through Supabase and WorkOS, including encryption and
access control, to protect your data.

However, no system is entirely secure. While we take reasonable precautions, you acknowledge
that no method of electronic storage or transmission over the Internet can guarantee absolute
security



Children’s Privacy
Postbrew is not intended for children under 13 years old.

We do not knowingly collect data from anyone under 13. If you believe a child has provided
personal information, please contact us immediately so we can delete it.

Your Privacy Rights (GDPR & CCPA)

Depending on your jurisdiction, you may have the right to:
e Access, correct, or delete your personal data.
e Restrict or object to data processing.
e Request a copy of your data (data portability).
To exercise these rights, contact us using the email below. We will respond within one month.
Changes to This Privacy Policy
We may update this Privacy Policy from time to time.

Changes will be reflected by updating the “Last updated” date at the top of this document.
Your continued use of Postbrew after updates constitutes acceptance of the new policy.

Contact

If you have any questions about this Privacy Policy, you can contact us at:
avi@postbrew.xyz.
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